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Synopsis

Discover a managerially-focused overview of information security with a thorough presentation of
how to most effectively administer it with MANAGEMENT OF INFORMATION SECURITY, 5E.
Insightful, engaging content prepares you to become an information security management
practitioner able to secure systems and networks in a world where continuously emerging threats,
ever-present attacks, and the success of criminals illustrate the weaknesses in current information
technologies. You'll develop both the information security skills and practical experience that
organizations are looking for as they strive to ensure more secure computing environments. This
edition offers a tightened focus on key executive and managerial aspects of information security
while still emphasizing the foundational material to reinforce key concepts. Updated content reflects

the most recent developments in the field, including NIST, ISO, and security governance.

Book Information

Paperback: 650 pages

Publisher: Course Technology; 5 edition (April 11, 2016)

Language: English

ISBN-10: 130550125X

ISBN-13: 978-1305501256

Product Dimensions: 1.5 x 7.5 x 9 inches

Shipping Weight: 2.4 pounds (View shipping rates and policies)

Average Customer Review: 3.0 out of 5 stars 8 customer reviews

Best Sellers Rank: #23,360 in Books (See Top 100 in Books) #18 inA Books > Computers &
Technology > Networking & Cloud Computing > Network Security #32 inA Books > Textbooks >
Computer Science > Networking #54 inA Books > Computers & Technology > Security &

Encryption

Customer Reviews

Michael Whitman, Ph.D., CISM, CISSP, is Professor of Information Security at Kennesaw State
University, Kennesaw, Georgia. He also serves as the Executive Director of the Center for
Information Security Education, Coles College of Business. In 2004, 2007, 2012 and 2015, under
his direction the Center for Information Security Education spearheaded KSU’s successful bid for
the prestigious National Center of Academic Excellence recognitions (CAE/IAE and CAE |IA/CDE),
awarded jointly by the Department of Homeland Security and the National Security Agency. Dr.

Whitman is also the Editor-in-Chief of the Journal of Cybersecurity Education, Research and



Practice, and is Director of the Southeast Collegiate Cyber Defense Competition. Dr. Whitman is an
active researcher and author in Information Security Policy, Threats, Curriculum Development, and
Ethical Computing. He currently teaches graduate and undergraduate courses in Information
Security. Dr. Whitman has several information security textbooks currently in print, including
PRINCIPLES OF INFORMATION SECURITY; MANAGEMENT OF INFORMATION SECURITY;
READINGS AND CASES IN THE MANAGEMENT OF INFORMATION SECURITY, VOLUMES |
AND II; THE HANDS-ON INFORMATION SECURITY LAB MANUAL; PRINCIPLES OF INCIDENT
RESPONSE AND DISASTER RECOVERY; and THE GUIDE TO NETWORK SECURITY AND THE
GUIDE TO FIREWALLS AND NETWORK SECURITY. He has published articles in Information
Systems Research, the Communications of the ACM, the Journal of International Business Studies,
Information and Management, and the Journal of Computer Information Systems. Dr. Whitman is a
member of the Association for Computing Machinery, the Information Systems Security Association,
ISACA and the Association for Information Systems. Previously, Dr. Whitman served the U.S. Army
as an Automated Data Processing System Security Officer (ADPSSO).Herbert Mattord, Ph.D.,
CISM, CISSP, completed 24 years of IT industry experience as an application developer, database
administrator, project manager, and information security practitioner before joining the faculty at
Kennesaw State University, where he is Assistant Chair of the Department of Information Systems
and Associate Professor of Information Security and Assurance program. Dr. Mattord currently
teaches graduate and undergraduate courses in Information Security and Assurance as well as
Information Systems. He and Michael Whitman have authored PRINCIPLES OF INFORMATION
SECURITY, MANAGEMENT OF INFORMATION SECURITY, READINGS AND CASES IN THE
MANAGEMENT OF INFORMATION SECURITY, PRINCIPLES OF INCIDENT RESPONSE AND
DISASTER RECOVERY, THE GUIDE TO NETWORK SECURITY, and THE HANDS-ON
INFORMATION SECURITY LAB MANUAL, Dr. Mattord is an active researcher, author, and
consultant in Information Security Management and related topics. He has published articles in the
Information Resources Management Journal, Journal of Information Security Education, the Journal
of Executive Education, and the International Journal of Interdisciplinary Telecommunications and
Networking. Dr. Mattord is a member of the Information Systems Security Association, ISACA, and
the Association for Information Systems. During his career as an IT practitioner, Dr. Mattord was an
adjunct professor at Kennesaw State University, Southern Polytechnic State University in Marietta,
Georgia, Austin Community College in Austin, Texas, and Texas State University: San Marcos. He
was formerly the Manager of Corporate Information Technology Security at Georgia-Pacific

Corporation, where he acquired much of the practical knowledge found in this and his other



textbooks.

This book is boring as sin (i.e. a colloquial phrase that means its the most boring thing I've ever
read). Even its new edition is like forcing yourself to watch paint dry in an agonizing form that is
never ending. | pity those that are forced to read this. To someone who isn’t completely new to IT, it
is incredibly boring with most chapters in the book. | think the book was actually extended
purposefully to fill pages because of how the writing isn’t condensed at all. It also has unnecessary
graphics, tables, etc covering numerous pages. The processes it lists ranging from planning to
implementing a plan and defending against attacks seem to be scaled for a large corporation and
not really a small business. Most of the stuff | knew already but, as far as knowing all of these
different acronyms for aspects of a business, | highly doubt anyone uses the entirety of the terms in

this book in a business setting.

This is a very boring book that only scratches the surface of the contents it touches, living all the
subjects quite open and not providing a clear view of them. The way it is written does not help in
understanding the subject either. | strongly recommend not to buy this book, it discourages you from
learning about Information Security. You will find lots of wrong information there completely
misleading you in the purpose of learning a complex matter. Just to give you an example, in the
book it is highlighted that private IP address ranges
are:10.x.x.x192.168.x.x172.16.0.0-172.16.15.0No comment!

This is TERRIBLE on the Kindle for Android app!l am taking a class using this book this semester
and the Kindle for Android interface is terrible!l wanted to used the Kindle for Windows but to my
dismay, after purchasing the book, it stated "This title is not available on Kindle for Windows" How
disappointing!!Now | have to sit with my phone in one had while trying to work on the computer at
the same time! | should ask for a refund!

Exactly what | needed for my college class and 1 day early

All of the material covered in this book is also tested on the CISSP exam.

A very well written and straight to the point InfoSec textbook.



Got it fast and price was good

Ordered the wrong book, wasn'’t sure if | could get my money back due to it being an electronic

purchase so | didn’t try. Grrrr
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